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Abstract- WAVE is a Wireless Access in Vehicular Environmelrt vehicle-to-vehicle safety messaging,
periodic safety messages can be used for safeticajigns. These applications require low latenog &igh
probability of reception, however there can be @bfam with unsuccessful reception due to collisiérihese
safety messages when there are sufficiently langguat of vehicles and/or repetitions. Because isfcbllision,
Basic Safety Messages (BSM) can not be transfen fsne vehicle to another and message loss is @rtusio
here we proposed a Network Coded algorithm and wdedg with Network Coded Repetition scheme to
minimize the collision of safety messages in WAWStem. It will used to improve packet delivery mngested
vehicular ad-hoc network.
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1. INTRODUCTION

A Vehicular Ad-Hoc Network or VANET is a
technology that uses moving vehicles as nodes inshown in Figurel.

network to create a mobile network. Vehicular Ac - m
Hoc Network (VANET) is an innovative wireless 5

network that is rapidly developing by the advancks

wireless and automotive technologies. VANETSs ar| Intervehicle 2 WIMAX A
automatically formed between moving vehicleCommunication | R
equipped with either same or different wireles: S 3G, WIMAX
interfaces. VANETSs are a good example of a real-lif y t/h‘\‘{wﬁ‘ .
application of the ad-hoc network that connects th fjw;- _;__E_S_I:EC — o
vehicles with other close vehicles or othe i o
infrastructures on the road. £4 pwRe

Roadside Unit

VANET has two entities roadside infrastructure anu
vehicles. In VANETSs, vehicles act as the mobile
nodes. The roadside infrastructure is fixed, hemtte

as distribution points for the vehicles [1].In the
VANETs there are two type of communication

Figurel.l: Vehicular Ad-hoc Network
(VANET)
Many accidents occur today when distant objects or
mechanism one is vehicle to vehicle (Vzv)roa(_jway imped!ments are not quickly detected. To
communication in which vehicle communicate withavOIOI thes.e acmdgnts, Ionge-r-range sgf_ety Systeens
other vehicles in the network. For example, roat si needed with real time detection capabilidl these
accidents, traffic jams, speed control free pass#ge mishaps take place in suburban areas, while
emergency vehicles and unseen obstacles etc. Secgmdbable causes include speeding vehicles, fewer
is vehicle to RSU (V2R) communication in whichtraffic signals, no or less number of speed bregker
vehicle will communicate with access points i.eaBo and lack of traffic surveillance or monitoring.
Side Units to get required information. For exampleIn this paper, we propose a novel approach to
information of petrol pumps, information of nearbyreducing collisions among BSMs and improve the
hospital, hotel, weather forecasting informationdelivery probability. To avoid road traffic collams,
internet access and multimedia applications, paskcr vehicles will be required to periodically broadcast
warning, road condition warning, notification oftheir position and speed to nearby vehicles, arid it
approaching emergency vehicles, and vehiclpossible with the help of transforming Basic Safety
diagnosis [11] The RSUs can also communicate withMessages (BSM) from one vehicle to another, it not
each other and with other networks like the inteese only immediately enables the driving safety
applications such as cooperative collision warning,
provide the basis for topology construction and
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multihop message routing for other applications adevice (OBD) to communicate with a roadside unit
well. So this Basic Safety Messages are verfRSU), or other traveling vehicles [4].

important in VANET for transferring safety messagesThe Federal Communications Commission (FCC) has
but one significant problem is there while delimgri allocated the 5.9 GHz Dedicated Short Range
the BSMs in the WAVE environment is collisionsCommunications technique to support public safety
among BSMs from neighboring vehicles, and becaussnd commercial applications in V2V and V2R
of that collision there may be a chances of datketa communication environments. The 5.9 GHz (5.850-
loss, so it's a need to have one method for miningiz 5.925) band is divided into seven non-overlappifig 1
these data packet loss, that basically minimize thdHz channels as shown in Figure 2. One channel is
collision of Basic Safety Messages. called the control channel, and the other six atked

We meet the challenges and problems in WAVEervice channels [8].The control channel is balsical
environment at the time of transmission of basfetya used for broadcasting safety data like warning
messages, existing approach is used to reduced thessages to alert drivers of potential dangerous
collision among BSMs and improve the deliveryconditions. The service channels are used to egehan
probability. It works on the BSM messagingsafety and non-safety data like announcements about
application and does not require MAC layer standartthe sales in nearby malls, video/audio download,
modifications or MAC layer contention parameterdigital maps, etc. Vehicles, using service chanrels
changes. The BSM application creates its own notiarlay the received data to other vehicles in other
of timing slots and dynamically changes the BSMegions or/and to the roadside units.

transmission timing slot based on the observedofise

the slots by other vehicles. But there may be acka 5§ 55
of data packets loss, so here we proposed a Netwc gy Oz
Coded algorithm and used this algorithm along witl v

Network Coded Repetition method which creates th Bl LAl ISCH"”B 0B LR L)

——

SIS —H M SOHtE
i 1 1

possibility of an increased number of packet recave sy o i | i ok M ke | 0w
It will basically used to improve packet deliveny i
congested vehicular networks. Figure 2: DSRC channel

The channels at the edges are reserved for fusee u
2. LITERATURE REVIEW The control channel is used to broadcast safety dat
like warning messages to alert drivers of potential
) dangerous conditions. It can also be used to send
2.1.DSRC (Dedicated Short Range advertisements about the available services, wiach
Communication) be transferred over the service channels. The cervi
Dedicated Short Range Communication is ghannels are used to exchange safety and non-safety
technology (DSRC) developed based on the Wwi-igata like announcements about the sales in nearby
standards. The DSRC technology will be used in th@alls, video/audio download, digital maps, etc.
ITS domain to provide secure and reliable/ehicles, using service channels, can relay the
communication links among vehicles and betweefgceived data to other vehicles in other regioranok
vehicles and infrastructure. It has channel bandg the roadside units. The DSRC supports different
intended for safety and non-safety applications] arflata transfer rates: 6, 9, 12, 18, 24, and 27 Mi¥s
has spectrum allocated in the 5.9GHz band. The drsf0 MHz channels. The data rate can be increasgd to
version of the DSRC lower medium access contrdylbps with 20 MHz channels. Switching between the
(MAC) and (PHY) was published as part of the IEERifferent data transfer rates can be achieved by
802.11p amendment standard for WAVE. Dedicateghanging the modulation schemes and channel code
short-range communications is also known as IEEFte.
802.11p was originally proposed by the ITS forise
in the smart vehicle initiative. 2.2 |IEEE 1609—standards for wireless access in
Basically, this DSRC is designed to ensure theiserv vehicular environments (WAVE) (IEEE 802.11p)
reliability for safety applications taking into ammt
the time constraints for this type of applicationzan EXisting 802.11a provides the Wireless connectivity
also used for supporting other non_safety apmeU between moving vehicles with data rates of up to 54
that require a Quality of Service (QoS) guarantedVibps [6]. Now a day, vehicular traffic scenariowéa
DSRC is developed for the environments where shogfeater challenges than fixed wireless networks,
time response (less than 50 msec.) and/or high d#aused by varying driving speeds, traffic patteams)
rates are required in h|gh dynamic networks. ThgerIng environments. So the traditional IEEE 802.1

DSRC standard supports vehicles with an on-boafdedia Access Control (MAC) operations suffer from
significant overheads when wused in vehicular
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scenarios. At that time, fast data exchanges aocan not reach to the specified destination. Exgstin
required, to ensure timely vehicular safetySimple repetition methods have different problehes t
communications, in these circumstances the scannintain drawback of repetition-based scheme is the
of channels for safety messages from an Accesg Porapetition itself. While each repetition provides a
along with multiple handshakes required to esthblisadditional opportunity for recovery, it also cobtrtes
communication are associated with too mucho channel congestion, which in turn increases the
complexity and high overheads. Such as, in the chseprobability of packet loss due to collision.

a vehicle encountering another vehicle coming & th

opposite direction, the duration for possible

communication between them is extremely short [5} PROPOSED SCHEME

making it difficult to establish communications. To )

address these challenging requirements of IEEE MA&:1 Network Coded algorithm

operations, the DSRC effort of the ASTM (American ) _

Society for Testing and Materials) 2313 workingHere we are using Network Coded algorithm along
group migrated to the IEEE 802.11 standard groufsith AMODV protocol for improving the BSM
which renamed the DSRC to IEEE 802.11p Wirelesdelivery probability. In this algorithm, first ofilave

Access in Vehicular Environments (WAVE) [7]. initialize the node location then finding the opitted
path from source to destination with shortest rauti
2.3 Simple Repetition Method delay and energy. For every active node find the

Euclidean distance between the nodes and minimum
In order to improve the reliability of transmissgn Cost for transmission. Then we check how to trahsmi

repetition schemes are employed by the safety af@@ with minimum re-transmission and find the
emergency message broadcast MAC protocol éfistance from source node to the destination, as th
DSRC. These schemes simply repeat the messadB&iimum path has been found, then sends the packet
based on some scheduling and scramblir%m source node to destination node and stopmguiti
mechanisms, such as synchronous fixed repetitidifter this we check the number of packets being
(SFR), or synchronous p-persistent repetition (SPR§ceived at each node, and find the number of packe
[9], to improve reception probability (i.e., protily ~ received per unit time at the nodes then compase th
of successful reception) of the vehicle safetyalue packet per unit time with the threshold of th
messages. However, there is no positive or negatid®de’s capacity, and if the value is more than the
feedback in the MAC protocol and the transmitting’odes capacity, then re-route the packet, so thutni
node assumes that at least one of the repeatg@Mme later to the node for reception. In this wiaig t
messages is successfully received. Broadcastif§Ocess ensures there is no congestion in the rletwo
frequency, which depends on vehicle density angteps for the algorithm is as follows

number of repetitions, and vehicle mobility can ° Find an optimized path from source to

significantly affect the reliability of the recepti and destination with shortest routing delay and

reduce the probability of successful message energy.

transmission due to message collisions. Collisions » This will ensure lower latency and higher

such random MAC schemes are not completely throughput.

avoidable, especially when a large number of vehicl * Check the number of packets being received

in the transmission region are present and number o at each node, and find the number of packets

repetitions is large It is shown that increasingnber received per unit time at the nodes.

of repetitions does not always contribute to insieg e Compare this value (packets per unit time)

probability of success. with the threshold of the node's capacity, and
if the value is more than the node's capacity,

3. PROBLEM STATEMENT then re-route the packet, so that it can come

later to the node for reception.
e This process will ensure there is no
congestion in the network.

One significant problem in delivering the BSM in
Vehicular Ad hoc Network is collisions among BSMs
from neighboring vehicles. And due to this collisiof

safety messages, rate control and data packetsslos< .
occurred. In VANET when there is a heavy congestic4'2'\letwOrk Coded Repetition Method

in the cha_mnel, then messaging freque’ncy get r«:'bluc':rhe most widely discussed loss recovery scheme for
and Basic Safety messages (BSM’s) can not be . ST o

. ; . . -Vehicular safety communication is the repetitiosdzh
delivered to neighboring vehicles. Because of thlsétransmission scheme. The basic idea behind the
unsuccessful reception of BSM's, there may be :

chances of data packets loss and due to this dafd _et|t|0n-based loss recovery 1S that if the se_nde
fapidly repeats (retransmits) a packet several gime

packet loss some Basic safety messages get loss @ithin a short duration, the nodes that failedeoeive
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the original transmission will now have multipleln Network Coded Repetition method a native packet
chances to recover the lost packet in time. AB tan is not only retransmitted by its original sendet @lso

be achieved without relying on any ACKs from theby the sender’s closest neighbour. The retransomssi
receivers. But the main drawback of repetition-basepackets are sent in the coded (XOR-ed) form so that
scheme is the repetition itself. While each refmetit the number of retransmissions is the same as the SR
provides an additional opportunity for recoveryalgo scheme. In vehicular communication, each node is a
contributes to channel congestion, which in tursender that periodically transmits broadcast packet
increases the probability of packet loss due thsimh and also a receiver that receives the packets &bm
[9]. the nodes within its communication range. Some of
the data packets are lost due to various reasoms, e

1, ( 1A C s
FR R e iy o~ Pac et collision. N
e = o = o > = Torecover the lost packets, after transmittingiekpt,
6 5 6 6 5 5 5 each node transmits extra k packets i.e. retraisgonis
i{ 1 i+ packets. As shown in Fig. 3.2, for the simple rizjpet

(SR) scheme proposed in [10], the retransmission
packets are exactly the same as the native padkets.
Figure 4.1: Simple Repetition (SR) coded retransmission packets are repeateH tiones.
For a given nodg there are Rretransmission packets
_ __containing the content of its native packet: nod#
So here, we used simple network coded repetitiogfansmittingk retransmission packetsi(l) i) and

(NCR) scheme, which combines (XORs) packets frofode  transmittind retransmission packets 9 (i +
close-by neighbours and repeats the XOR-ed packqt;)_

instead of original packets, thereby creating the

possibility of an increased number of packet recede 5 g|MULATION RESULTS

per repetition.An analytical study is conducted to

evaluate the performance of this NCR method, which this section, we present the simulation resitse

is validated by simulation experiments. We findttha Might think that the RES will add to the BSM defiye

for packet error rate (PER) smaller than a giveﬁelay because there can be time difference between
threshold, NCR is an improvement over the Simp|éhe BSM generation and the BSM transmission on the
repetition (SR), the basic repetition proposed1i@][ application layer. But in our experimental resdklay

In this network coded repetition (NCR), the SRgets reduced as shown in figure 5.1.

scheme is extended as follows
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Figure 4.2: Network Coded Repetition (NCR)

1.4000

With NCR, instead of repeating its own native packe | 20
each node XORs its native packet with the nativ| ;gm
packet received from its closest neighbour in
predefined direction, and repeats the XORed packe
By selecting the closest neighbour, we can asshate t| oeooo
the probability of not receiving a native packednfr
the neighbour is negligible. The reason of selgctire
closest neighbor from a predefined directimn to
guarantee that each native packeeigoded in two | oo
coded retransmissions. F(Bxample, in FI933, 0.0000 100000 20,0000 30,0000 oo "™
the predefined direction is rightwards so that each

native packetifl will be encoded in its own coded  Figure 5.1: Graph for simulation time v/s delay
retransmission i( @ (i + 1)) and the coded

retransmission of its left side neighbar<(1) & ).

0.8000 T
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0.4000

0.2000--

Figure 5.2 and 5.3 shows the PDRs on the applitatio
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layer used with WAVE almost perfect PDR Therefore,

the number of dropped BSMs in the T1 duration ends

up being exaggerated compared to the simulation.

FDR
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Figure 5.4: Graph for number of node v/s energy

Figure 5.2: Graph for Communication range v/s PDR
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Figure 5.3: Graph for time v/s PDR

Figure 5.4 shows energy remained after comple

simulation of nodes in the network, it shows lifedi
of nodes increased in our experimental results.

6. CONCLUSION

VANET is the answer to modern problems of city
traffic management. This paper has considered bow t
reduce the collision losses of these messagesein th
IEEE WAVE communication. It is being successfully
experimented in real time in several places in the
world. There are several techniques being proposed
for a suitable communication in VANET. Critical
message transmission still remains a big challenge
VANET. In this work we have proposed a unique
technique for minimizing the collision of basic spf
messages and quick and successful packet
transmission of critical messages with minimum loss
and maximum reach ability. As the proposed scheme
works on the application layer, it can be easily
implemented and deployed to improve the driving
safety through more reliable delivery of BSMs i th
IEEE WAVE vehicular communication environments.
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